
Institut für
Technische Informatik und
Kommunikationsnetze

Daniel Reichle
<daniel@reichle.li>

Analysis and Detection of DDoS Attacks in
the Internet Backbone using Netflow Logs

Diploma Thesis DA-2005.06
June 2005 to October 2005

Supervisor: Thomas Dübendorfer
Co-Supervisor: Arno Wagner
Professor: Bernhard Plattner



1

Abstract

The ability to detect DDoS attacks in the Internet backbone in real-time is crucial for
network operators in order to provide an infrastructure of high quality.

In this thesis, an algorithm for the near real-time detection of massive flooding attacks
as well as TCP SYN flooding attacks has been developed and implemented as an UPFrame
plug-in.

The algorithm has been validated successfully by replaying NetFlow v5 logs of the
SWITCH backbone border routers, containing known ICMP, UDP and TCP SYN flooding
attacks from the past.
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1 Introduction

1.1 Overview

Denial of Service (DoS) attacks are one the major annoyance of today’s Internet. Their sole
purpose is, as the name indicates, to prevent an Internet server from doing its work- which is to
provide a service to other Internet hosts. The impact of DoS attacks can vary from annoying
regular users of the affected server, for example a web site, to financial and image damage of
the server’s operator.

Whatever reasons motivate the launch of DoS attacks, they seem to be quite popular
these days [17] and the Internet technology which was not designed with security concerns
provides little means to prevent them. The following section gives a quick overview of different
kinds of DoS attack.

1.2 DoS attacks

There exist many different kinds of DoS attacks [24], [22], which can be divided into two cate-
gories: Attacks that exploit a network protocol to prevent the attack victim from processing other
requests, and attacks that are simply consuming all the available bandwidth of the victim. For
the types of flooding attacks that are dealt with in this thesis, namely UDP flood, ICMP flood and
TCP SYN flood, a summary is given in the following.

1.2.1 UDP flood [35]

An attacker sends a large number of UDP packets to one or several ports of the victim, which
eventually renders the attacked host unable to process the incoming packets.

1.2.2 ICMP flood

An attacker sends a large number of ICMP echo requests to the victim to consume all its avail-
able bandwidth.

1.2.3 TCP SYN flood [36]

As opposed to the two attacks described above, the TCP SYN flooding attack is a protocol
exploiting attack. It exploits the three-way handshake of the TCP protocol by sending many TCP
SYN requests to a victim. Because the attacked host maintains half open ports to wait for the
connections to be established, it eventually runs out of resources.

1.2.4 Distributed attacks

Through the use of automated tools it is possible to lead all the attacks discussed above in a
distributed way. This is done by compromising poorly secured hosts, so called zombies, and
install clients of the attack tool. Then the attacker can call all the zombies to launch an attack on
the same host simultaneously. See [8] for an overview of different techniques used in distributed
DoS attacks.
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2 Problem

2.1 Problem statement

DDoS attacks are a threat to the Internet. They decrease the service quality of Internet
services– therefore it is important to have means to prevent or at least mitigate them. To apply
countermeasures against Denial of Service attacks, or even to only analyze them, the first
crucial step is to detect such attacks.
In the DDoSVax project [38], the environment to detect DDoS attacks is the collection of
flow-level network data, captured by the SWITCH [39] backbone border routers. The data is
exported in Cisco NetFlow v5 format [27] to UPFrame [37], a framework for real-time processing
of NetFlow data.

The task given for this thesis was to develop an algorithm which detects (Distributed)
Denial of Service attacks on the basis of analyzing NetFlow records. The algorithm was to be
implemented as an UPFrame plug-in for real-time processing, which restricted the possibilities
in terms of resource usage and processing time.

2.2 NetFlow

In NetFlow data, no single IP packets are visible. Network traffic is aggregated to flows instead,
which collect consecutive packets with the same source and destination IP address, same
protocol and ports. A flow is completed, if no data is seen during the inactive timeout, if the
flow exceeds the active timeout (15 minutes for our data), or after a FIN or RST packet in TCP
connections. Besides the source and destination IP address, the used protocol and source and
destination port, the information contained in each flow record includes start and end time of
the flow, the number of packets and the total number of bytes in the IP layer. The used TCP
flags, however, are not visible in our data.
The drastic reduction of data offered by NetFlow, compared to single packet processing, leaves
much more space for experimenting with very large amounts of network traffic data.
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3 Related work

3.1 Overview

Detection of Denial-of-Service attacks is a complex problem which has been approached in
various ways. An overview of the problem can be found in [8]. While detection of DDoS attacks
on the victim’s network is easy, it provides very little means to prevent them [16]. Detecting
DDoS attacks in the Internet backbone is much more difficult and is best done employing a
distributed mechanism [8].
Of the different approaches of DDoS defense mechanisms [24] we will focus here on the reactive
mechanism based on detection of traffic anomaly. In this chapter, different (D)DoS defense
mechanisms are presented and compared. "Defense mechanism" is a very general term and
had been chosen to include detection and defense algorithms- it can be an algorithm applied
to a stream of network packets, as well as a framework of autonomous nodes spread over
the Internet backbone in which each deploys such an algorithm. In the latter case, the attack
mechanism lies in the concept of a distributed detection.
The presented mechanisms differ in many ways, such as operation on single packets or on
aggregated flows, deployment at the attack’s victim or close to the attacker, or the ability to
adapt thresholds to the current state of the system’s environment, summarized in Table 3.1. A
short description of each of the mechanisms is given in Sections 3.2.1 to 3.2.11.
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Backscatter [26] X X X X X X X b

Kolmogorov complexity [21] X X X X X X X T
DDoS on ISP networks [1] X X X X X X X X T
Detecting SYN Flooding [32] X X X X X X T
Detecting SYN Flooding [34] X X X X X X X T
Adaptive change-point detection [5] X X X X X X T
DDoS detection using MIB [6] X X X X X X X T c

CATS [11] X X X X X X X X X - d

Detecting Pulsing DoS attacks [23] X X X X X X X T
Space-time network flow patterns [2] X X X X X X X X T
Sharing beliefs [30] X X X X X X X X T
Statistical approaches to DDoS attack detection [13] X X X X X X X X X
Hop-count filtering[20] X X X X X X X T
COSSACK [28] X X X X X X X X X X T
D-WARD [25] X X X X X X X X X X T e

Pushback [19] X X X X X X X X T
Ingress filtering [14] X X X X X X X X X
Traffic control system using traffic ownership [12] X X X X X X X X X X X
Aguri [10] X X X X X X X X
Packet funneling [7] X X X X X X X X

aT: Implemented in simulation environment, X: Tested with real traffic data
bDoesn’t work for reflector attacks.
cSystem doesn’t collect packets but collects MIB (Management Information Base) data from

the surveilled routers.
dNot a new algorithm, but a combination of existing ones.
eDeployed at source end networks.

Figure 1: Overview of existing (D)DoS defense mechanisms
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3.2 Algorithms for DoS attack detection and defense

3.2.1 Backscatter [26]

Backscatter analysis takes advantage of the fact that for direct DoS attacks, attackers commonly
spoof the source IP address at random. Attacks can be detected by monitoring a large enough
IP address range and detect unsolicited responses from a victim.
The algorithm assumes that the source address is spoofed at random, that attack traffic is
delivered reliably to the victim, that backscatter is delivered reliably to the monitor and that
unsolicited packets observed by the monitor represent backscatter.
The algorithm is not able to detect (D)DoS reflector attacks.

3.2.2 Kolmogorov Complexity [21]

The algorithm uses Kolmogorov Complexity to correlate traffic flows in the network and detect
possible DoS attacks. The underlying assumption is that information, comprising observations
of actions with a single root cause, whether they are faults or attacks, is highly correlated and
therefore has a high compression ratio.

3.2.3 DDoS detection on ISP networks [1]

The proposed detection mechanism is distributed: each router detects traffic anomalies using
profiles of normal traffic constructed using stream sampling algorithms. Normal traffic profiles
are created by sampling traffic over a relatively long time, while current traffic profiles are con-
structed by using smaller time windows. Whenever the current profile does not corroborate with
the normal one, a router becomes suspicious. Routers aggregate the suspicions received from
all other routers before deciding whether a certain traffic aggregate belongs to an attack or not.

3.2.4 Detecting SYN Flooding (Siris, Papagalou) [32]

Siri and Papagalou present two anomaly detection algorithms for detecting TCP SYN attacks:
an adaptive threshold algorithm and a particular application of the cumulative sum algorithm for
change point detection. The adaptive threshold algorithm compares the number of SYN packets
received over a given interval to the estimated number based on recent measurements. To raise
an alarm, the threshold has to be exceeded consecutively.
The CUSUM algorithm uses the difference between the number of SYN packets in a time in-
terval and the estimated number for the same interval as a Gaussian random variable. A SYN
flooding attack is then detected using the cumulative sum based on the likelihood of the mo-
mentary value being caused by a change in the mean traffic rate.

3.2.5 Detecting SYN Flooding (Wang, Zhang, Shin) [34]

The SYN flooding attack detection mechanism proposed by Wang, Zhang and Shin is based
on the protocol behaviour of TCP SYN-FIN (RST) pairs at leaf routers that connect end hosts
to the Internet. The difference between the number of observed SYN and FIN (RST) packets is
observed and a CUSUM algorithm is applied for a change point detection. To reduce the impact
of different access patterns of different sites, the difference between the number of SYNs and
FINs (RSTs) is normalized by an estimated average number of FINs (RSTs).

3.2.6 Adaptive change point detection [5]

Adaptive anomaly detection system based on the detection of change-points in the observed
traffic pattern. The proposed detection methods employ statistical analysis of data from multi-
ple layers of the network protocol for detection of changes in the statistical models of traffic.
The information regarded includes the number of TCP packets categorized by size or type, the
numbers of UDP packets and their sizes, the source and destination port for each packet, etc.
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3.2.7 DDoS detection using MIB [6]

The proposed system detects DDoS using information from MIB (Management Information
Base) traffic variables for attacker and target. Signatures to match for attack detection were
determined from known attacks. On the attacker’s side, a DDoS attack should be detected prior
to its launch by identifying MIB-based precursors.

3.2.8 CATS [11]

The CATS (Cooperative autonomous attack detection) system comprises individual detection
systems consisting of a network monitoring part and an attack detection part. Each detection
system captures network data and applies both statistical anomaly detection and signature
based mechanisms to detect DoS attacks. The anomaly detection engine compares long-time
behavior to short-time behavior of statistical parameters not further specified. The signature
matching engine is based on tools like Snort and Bro. An enhancement of the detection quality
is achieved through coupling multiple autonomous systems, which share their information.

3.2.9 Detecting Pulsing DoS attacks [23]

Pulsing DoS (PDoS) attacks are detected at the victim’s network using two anomalies caused
by PDoS attacks, namely the fluctuation of the incoming data traffic, and the decline of outgoing
TCP ACK traffic. To monitor these parameters, the input is sampled using a discrete wavelet
transform (DWT). A CUSUM algorithm is then employed to detect abrupt changes in the statis-
tics.

3.2.10 Space-time network patterns [2]

Method to detect DDoS attacks in the Internet backbone by a set of nodes. The idea is that for
a DDoS attack, a direction of the attack is observable, since the data tends to aggregate from
the distributed sources towards the target. For monitoring nodes, the number of packets sent
by a node are tracked using a vector with one element for each neighbor. To detect a change
in the direction of the node’s flow, a generalized likelihood ratio algorithm is applied. Statistics
of different nodes are then correlated to decrease the detection delay given a fixed false alarm
rate probability.

3.2.11 Sharing beliefs [30]

Approach to detect distributed reflector attacks. Potential reflectors broadcast a warning mes-
sage to other potential reflectors if abnormal traffic is observed. The detection decision is then
made based on the information from multiple potential reflectors. A reflector detects an abnor-
mal network behaviour using a CUSUM algorithm on the number of RST packets that have
a SYN/ACK state in the outgoing connection. To detect other attacks than TCP, ICMP port
unreachable packets are considered. The agents cooperate by sharing their beliefs about po-
tentially suspicious traffic, leading to a general decision.

3.2.12 Statistical approaches to DDoS attack detection [13]

Algorithms are proposed that detect DDoS attacks on the basis of statistical properties of spe-
cific fields in the packet headers measured at various points in the Internet backbone. To detect
changes in the statistics of a parameter, its entropy is calculated consecutively for a sliding
window of packets. For the comparison of distributions where the number of possible values is
small, Pearson’s chi-square test can be applied as well. Examples of parameters are source
and destination IP address, TCP/UDP ports, datagram length and TCP window size.

3.2.13 Hop-count filtering [20]

Hop-count filtering is a method to filter spoofed IP packets by examining the Time-to-Live (TTL)
value in the IP header. Since most operating systems use only a few selected initial TTL values,
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the initial TTL value can be guessed from the observed TTL value, and therefore the hop-count
of an IP packet can be obtained. Using a table that maps IP addresses and hop-count values, it
can be checked if the packet’s hop-count value matches the hop-count of the source address-
in case of a mismatch the source address is likely spoofed.

3.2.14 COSSACK [28]

COSSACK is a distributed DDoS detection and response system. An instance of its watch-
dog program monitors a network and detects attacks using any intrusion detection mechanism.
When a watchdog detects an ongoing attack, it broadcasts information about it to other watch-
dogs indicating the attacking source networks. Each source network watchdog then tries to find
out if there exist zombies within its infrastructure and deploy countermeasures if necessary.

3.2.15 D-WARD [25]

D-WARD is a DDoS defense system that is deployed at the source-end network to prevent
the machines from participating in DDoS attacks. Network flows not complying to predefined
models are rate-limited dynamically. The monitored data is aggregated traffic from and to each
local host for each of its active connections. Considered statistics are TCP packets sent/received
ratio, ICMP echo, time stamp, and information request and reply packets sent/received ratio and
number of UDP "connections", packets and sending rate per destination.

3.2.16 Pushback [19]

Pushback is a mechanism employing aggregate-based congestion control. It is implemented
on routers to prevent bad traffic from congesting links in a recursive way. The idea is that traffic
belonging to an attack is most easily recognized near the victim, and therefore the router closest
to the victim can identify the links which deliver the traffic causing the congestion. It then drops
traffic from these links and tells the routers forwarding the bad traffic to rate-limit traffic. These
routers propagate the request along the attack path towards the attack source(s) requiring that
each router on the attack path supports pushback.

3.2.17 Ingress filtering [14]

Ingress filtering applied by routers, is a method to mitigate attacks involving IP address spoofing.
The concept is that routers connecting hosts to Internet service providers check if the source
address of every packet to be forwarded is from within the network it is coming from. Packets
with source addresses from outside the source’s prefix range are dropped. With ingress filtering
applied, it is still possible to use spoofed source addresses for an attack, but since the spoofed
addresses have to be from within the attacker’s prefix range it is easier to track the attacker
down, or at least the victim can block a range of source addresses until the problem is solved.

3.2.18 Traffic control system using traffic ownership [12]

The authors propose a distributed Internet traffic control system that controls network traffic
close to routers and that is deployed by various network operators. The used fundamental con-
cept of traffic ownership ([12]) guarantees that deployed traffic control and filter rules have no
negative impact on the network and that collateral damage is prevented. For the case of DDoS,
a server operator preventively or reactively can inject rules into the traffic control system to block
others from using his registered IP addresses as source addresses, which immediately blocks
source spoofed packets that are required for e.g. a DDoS reflector attack. Route-based filtering,
rate-limiting and other mechanism can be deployed to mitigate more traditional DDoS attacks.
Due to the distributed nature of the system, malicious traffic can be stopped close to the attack
source.
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3.2.19 Aguri [10]

Aguri is a software package that uses a traffic profiling technique in which records are main-
tained in an address prefix-based tree. To generate an entry, flows are aggregated until the
aggregation has a certain volume, then four summary profiles are produced for source ad-
dresses, destination addresses, source protocols and destination protocols. A summary output
is produced by traversing the tree and aggregating entries. Hostile activities are identified in the
aggregated profiles.

3.2.20 Packet funneling [7]

Packet funneling is a load balancing approach to mitigate the impact of DDoS attacks at the
victim’s side by privileging regular incoming traffic. The concept’s underlying assumption is that
DDoS attacks use IP spoofing resulting in a stream of packets with different, non-recurring IP
source addresses, opposed to IP addresses recurring at small intervals in legitimate traffic. To
distinguish regular traffic from attack traffic, packet funneling keeps track of the arrival times of
incoming packets using an Active IP (AIP) table. If the number of active IP addresses exceeds
the size of the table, new addresses are added to the Waiting Matrix. While arriving packets of
addresses in the AIP are forwarded, packets of addresses in the Waiting Matrix are delayed.
When the timeout value set on every packet’s arrival expires for an address in the AIP, the entry
gets dropped, and one of the address in the Waiting Matrix will become active instead.
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4 Algorithm

4.1 Basic idea

Distributed Denial of Service flooding attacks concentrate network traffic from many hosts, each
not needing to provide a high bandwidth network link, on a single victim host. Hence the closer
to the victim a DoS detection algorithm is deployed, the easier it is to detect an attack. The idea
of the algorithm developed in this thesis is to take advantage of this fact when finding a way to
detect DoS attacks in the provided Internet backbone traffic.
Algorithms for detection of DoS attacks in the backbone developed so far are mostly based on
statistical anomalies of IP packet header fields(see Figure 3.1). While some statistical analyses
can be applied to network traffic at flow level as well (e.g. flow length, average packet size for
a certain protocol), the approach chosen here also takes advantage of having a global view of
a whole autonomous system (AS) and aims at detecting DoS attacks by observing potential
victims. To detect an attack, the ratio of incoming to outgoing packets of a host is considered as
a very general way to describe a Denial of Service attack. The idea is that while for regular net-
work connections traffic is always bidirectional to a certain degree, in case of a DoS attack traffic
is highly asymmetric in terms of the packet ratio. Thus, the primary objective of the algorithm
presented here is to find hosts with a exceedingly high in/out packet ratio.

4.2 Description

4.2.1 Aggregating and storing the input data

First of all, the continuous input stream of flows has to be aggregated for discrete time intervals.
Here it has to be considered that the flows exported in the NetFlow logs are not strictly ordered in
chronological order according to their end time. Furthermore, flows can be spread over several
intervals, so there has to be taken care of assigning all the packets of a flow to the respective
intervals. Since only the start and end time of a flow is known but not the time distribution of
the contained packets, a linear distribution is assumed as an approximation. The possibility
of flows exceeding one interval makes it necessary to store data for several intervals, so no
further measures are taken on the basis of data that might not be appropriate due to possible
subsequent flows. It is also necessary to store the number of packets for both sender and
receiver of a flow since the sender could be falsely considered a victim after receiving many
packets if the number of packets sent before was discarded.
Besides the number of incoming and outgoing packets, the algorithm keeps track of the number
of sent and received bytes and the number of incoming and outgoing short TCP flows for every
sender and receiver IP address of input flows. The granularity of the observed addresses can
be set to single host addresses or address ranges through specifying a subnet mask in the
configuration.

4.2.2 Observation time intervals

The length of the flows in the input is dependent on the active timeout of the NetFlow exporting
router, in our case 15 minutes. That means the algorithm has to keep data for many intervals,
depending on the interval length if we want to distribute also traffic reported in long flows to our
e.g. 1 minute interval statistics. However, considering that most of the flows are shorter than
2 minutes (see section 5.3), it is not necessary to store that much data. Instead, a two-phase
method is applied.
In the first place data is only stored for a small number of intervals, and only hosts whose
packet ratio exceeds a threshold after that short observation period are considered interesting
and therefore are to be observed for the maximum flow length to await possible subsequent
flows containing packets for the respective interval.
For long flows to an IP address which is only observed for the short period of time, only the last
intervals are stored. This proceeding delays the detection of an attack for up to the difference
between the short period and the maximum flow length. A packet ratio check of all stored IP
addresses is done after each interval, and the observation time of high ratio hosts is extended.
If the high ratio of a host is lowered under the threshold after processing a flow sent by it, the
host is no longer considered interesting and therefore put back to short time observation.
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4.2.3 Attack detection

If a host has still a high ratio value for an interval after waiting for the maximum flow length, it
becomes an attack candidate. Before it is logged as an attack victim, however, it has to pass
some more tests. To be considered a victim of a flooding attack, its packet ratio has to exceed
the attack threshold; furthermore the numbers of received packets and bytes have to exceed the
respective thresholds. Involving more parameters makes it possible to suppress false alarms in
a flexible way.
To detect victims of TCP SYN attacks, the algorithm employs a second test, since in this case an
attack is not necessarily determined by the victim receiving much data. For this case, the ratio of
the number of incoming to outgoing short TCP flows of a host during the interval is considered.
If this ratio exceeds the respective threshold as well as the number of incoming short TCP flows,
the host is logged as a TCP victim.
See Section 5.3 for a discussion about the parameters of the algorithm.

4.2.4 Analysis of the algorithm: strengths and weaknesses

Strengths

• The presented algorithm provides an effective method to detect Denial of Service attacks
in the vast amount of input data.

• Its low memory and CPU usage suits its purpose as a realtime plug-in for UPFrame.

• It is highly scalable in terms of memory usage and speed.

Weaknesses

• Its main weakness lies in its inability to see the processed data in a context. Even though
with the in/out packet ratio a parameter independent from individual system specifications
is used, the algorithm still relies on static thresholds, not considering, for example, the
bandwidth of hosts.

• The quality advantage through detecting changes in the observed values has been
dropped in favor of performance.

• The algorithm depends on having a full view on the traffic between an observed host and
its potential attackers, which is given for the traffic provided by all SWITCH border gateway
routers. Running the algorithm with input from only a subgroup of these routers, however,
would make it impossible to draw appropriate conclusions; due to asymmetric routing,
traffic from and to a host can have different routes.

• Another weakness is the possible delay in attack detection caused by the initial observing
of only a short period of time. This delay adds to the delay of the data, which is inherent
to the exported NetFlow data.

See section 8 for a discussion about possible improvements.
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5 Validation on known attacks

The idea described in the previous chapter first had to be validated. To see if the considered
parameters show the expected behavior in case of an attack, analysis was done on Netflow
data from the archive, captured during later discovered attacks. Since for these attacks the
victim was known, it was possible to filter the network traffic data so traffic from and to the attack
victim could be observed. For this purpose, the host analyzer tool was developed.

5.1 The host analyzer tool

The host analyzer tool reads NetFlow logfiles and observes network traffic from and to a specific
IP address. After each interval it outputs the number of packets and bytes from and to the host,
along with the average number of bytes per incoming packets and the number of active incoming
flows during the interval. Before quitting it also outputs flow length statistics as well as protocol
statistics.

5.2 Analyses of known attacks

In the following, the results of the analyses of known attacks are presented. For each different
attack, the graph of the ratio of incoming to outgoing packets is shown along with the number of
incoming bytes. If no incoming packets were seen, the number was set to 1 for the calculation
of the ratio to avoid a division by 0.

5.2.1 UDP to IRC server

Before and after the attack the IRC server received between 120’000 and 220’000 packets per
minute at a in/out packet ratio between 0.98 and 1.36. During the attack that started at 23:26
the packet ratio reached at peak value of 137.58 and 1058 MB of incoming data in one minute
(see Figure 16). The attack was led by a single host sending UDP packets at high rate.

Figure 2: UDP to IRC



5.2 Analyses of known attacks 15

Figure 3: UDP flooding 1

5.2.2 UDP flooding 1

The victim of this UDP flooding attack did not send a single packet during the 3 hours of the
analysis. The attacker was sending UDP packets of constant size (73 bytes) to different ports
of the victim. Since the victim was not responding, the in/out packet ratio equals the number of
incoming packets here (see Figure 3).

5.2.3 UDP flooding 2

In this UDP flooding attack (see Figure 4), the attacker sent more than 5’000 MB of data to
several ports at the victim within 35 minutes (including intermissions). The packets did not con-
tain any payload. The in/out packet ratio was almost constantly around 100’000, with the victim
sending about 50 packets per minute while receiving 5 millions.

5.2.4 UDP to web server

The webserver received more than 11’000 MB in 50 minutes during this UDP flooding attack.
Before and after the attack, the webserver had a constant in/out packet ratio of 1.0 with receiving
around 15 packets per minute before, and around 4 packets after the attack. The number of
packets received per minute reached a peak value of 1 million during the attack. The zigzag
shape of the in/out ratio curve (see Figure 5) is caused by the fluctuation of the number of
packets sent by the victim (between 0 and 9 per minute). The received packets did not contain
any payload.

5.2.5 UDP to web proxy

In this attack, the attacker sent more than 5’000 MB to a UDP port of the victim during 19
minutes. As in the two previously described attacks, the UDP packets did not contain any pay-
load. The victim did not send any packets during most intervals, but sent more than 5’000
packets in two intervals of the attack, resulting in a abrupt fall of the in/out packet ratio (see
Figure 6).



5.2 Analyses of known attacks 16

Figure 4: UDP flooding 2

Figure 5: UDP to web server
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Figure 6: UDP to web proxy

5.2.6 ICMP flooding

The only example of an ICMP flooding attack shows how an attacker sent ICMP packets with
payload (packet size on IP layer of 1’500 bytes) to the victim during 1 hour and 45 minutes with
a nearly constant rate of around 68’000 packets per minute (see Figure 7). In total, 10’211 MB
were transmitted. The victim did not send any packets during the time of this analysis.

5.2.7 TCP to myeth

The attack on the myeth server is the only known TCP attack that was available for analyzing.
In contrast to the UDP and ICMP attacks described previously, this attack was conducted by
sending many TCP SYN requests instead of a huge amount of data. The incoming traffic during
the attack, however, was highly asymmetric and lead to an in/out packet ratio of 50, compared
to a ratio of around 1 before and after the attack (see Figure 8). To see if the effect of high in/out
packet ratios were still observable when counting packets for a subnet instead of a single host,
the analysis of the attack has also been done with subnet masks 255.255.255.240 (figure 9),
and 255.255.255.0 (figure 10). The two figures show that attacks can be quite apparent when
watching the in/out packet ratio for a single host, but involve so few packets that they disappear
in the statistics as soon as other hosts are added to the observed IP address range.
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Figure 7: ICMP flooding

Figure 8: TCP to myeth
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Figure 9: TCP to myeth (subnet 255.255.255.240)

Figure 10: TCP to myeth (subnet 255.255.255.0)
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5.3 Characterization of attacks

The analyses of the known attacks clearly showed that the in/out packet ratio for an Internet
host serves the purpose of indicating the ongoing of a Denial of Service attack. With the
clarification of this issue, however, the question of the parameters that distinguish attacks from
regular traffic still remained.

The assumption that network connections are always "bidirectional to a certain degree"
(Section 4.1) has now to be specified in numbers. Observation of the www.ethz.ch web server
on a random day shows that for http traffic the average of the in/out packet ratio is 0.9 at an
average of 876 incoming packets per minute (see Figure 11).

Figure 11: www.ethz.ch on a normal day

For connectionless protocols like UDP, however, we can not expect the ratio to be this balanced.
To decide when a packet ratio is unusually high, empirical tests have been done on the NetFlow
log files containing the known attack.

For testing the detection algorithm, the in/out packet thresholds for further observation of
a host, as well as the threshold for the decision whether a host is under attack or not, were
set arbitrarily based on these empirical statistics. The decision to use two thresholds allows
the appliance of a low threshold to not abandon surveillance of possible victims early without
giving away the chance of suppressing false alarms. Regarding the data of the known attacks
described in this chapter, the threshold for the observation in/out packet ratio has been set to
15, and the threshold for an attack alarm to 100. For the detection of TCP SYN attacks, the
threshold for the in/out ratio of short TCP flows has been set to 15.

Furthermore, including the number of received packets and bytes helps eliminating false
positives. The thresholds chosen here were 30’000 for the minimum number of packets, 50 MB
for the number of received bytes and 1’000 for the minimum number of incoming short TCP
flows. For running the detector plug-in, these thresholds can be set in the configuration file.
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6 Implementation

6.1 Overview

The algorithm described in Chapter 3.2.20 has been implemented in a program called DDoS-
Detector. The program comes in two versions- a stand alone version that reads NetFlow data
from files or from a pipe, and a plug-in version that processes data from UPFrame. The changes
in the plug-in version are described in Section 6.3, the features described in section 6.2 apply
to both versions. See Section B for a description of the program parameters mentioned here.
The software is written in C, and comprises about 2’000 lines of source code. Its logical structure
of the software is depicted in Figure 12. The operation of the program is simple. Its main control

Figure 12: Logical structure of the software

loop is executed for every NetFlow v5 record in the input data. Here, the hash table is accessed
to retrieve the entries for the source and destination IP address of the currently processed flow
which then are handed to the input processing part, along with the new flow. After the two en-
tries are updated, the main control loop inserts them back into the hash table.
The garbage collection and attack table garbage collection are called regularly and delete obso-
lete entries in the hash tables if necessary. At the end of each interval, it is called to also check
the packet ratio of all entries when iterating the hash table.

6.2 Implementation details

In the following subsections, a description of the used data structures and the main logical parts
of the software is given.

6.2.1 Data structures

The central data structure is the hash table that constantly stores all the relevant traffic data from
the processed flows. The hash table contains an entry for every IP address that is currently ob-
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Figure 13: Data structures

served. These entries manage a ring buffer of "data" structs that store the actual data for every
time interval the respective IP address was observed: sent/received packets, sent/received num-
ber of bytes, number of outgoing/incoming short TCP flows. The interrelation of these structures
is shown in Figure 13.

6.2.2 Control loop

The control loop is the central part of the program. In the stand alone version, the control loop
is in the "main" method. It iterates the list of given input files, and processes every NetFlow flow
contained in the input. For each flow, it checks if entries for sender and receiver IP addresses
already exist in the hash table. If so, the entries are retrieved, otherwise new ones are created.
The two entries are then passed to the input processing functions, along with the newly received
flow. The control loop also keeps track of the time and calls the garbage collector after every
time interval.

6.2.3 Input processing

The task of the input processing part is to update the entries for the source and destination IP
address of the new flow by adding the flow’s information appropriately. This involves splitting the
data of the new flow into time intervals according to the proportions of the length of the flow in
the different time intervals, if the new flow does not start and end in the same time interval.
The updated entries are then returned to the control loop.

6.2.4 Garbage collection

The garbage collector iterates the hash table and checks for each entry if the latest update is
older than the entry’s observation time. In that case, the entry is obsolete and can be deleted.
Since the garbage collector has to iterate the whole hash table anyway, it also takes over the
task of checking the in/out packet ratios of all entries. The relevant data entry for that is the one
whose time stamp’s age matches the length of the entry’s observation time. If the packet ratio of
a short time observation entry exceeds the threshold, the entry is enlarged to be observed for
the upcoming intervals as well. In case of a long time observation entry, the host is considered
an attack candidate and the entry is handed to the log handler.
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6.2.5 Log handler

The log handler checks if the entry also matches the other attack criteria (in/out packet ratio
above attack and number of incoming bytes above attack threshold, or in/out short TCP flow
ratio and number of incoming short TCP flows above attack threshold), and if positive, the attack
table is queried to check if the host is already under attack. If there exists already an entry in
the attack table, the entry is updated, otherwise a new entry is created. The relevant information
about the current attack is then written to the standard out.

6.3 Realtime issues

To meet the requirements of an UPFrame plug-in, a few modifications had to be done. The
problems evolving with realtime processing were the need of a memory limitation, the handling
of possible data loss and the synchronization of the program with its input data. The realtime
issues addressed for the implementation of the algorithm in an UPFrame plug-in are described
in the following subsections.

6.3.1 Data loss

Data loss is not a problem that can be done anything about, but since it can result in erroneous
conclusions, it is crucial for the detector program to know when the input data is possibly incom-
plete. The plug-in version of the program therefore maintains an array representing the intervals
for the maximum observation time, where in case of a possible data loss a flag is set for the
respective interval. This array is consulted before every log entry, so the possibility of data loss
at the time of the logged event appears in the log as well.

6.3.2 Synchronization

The plug-in takes its awareness of time from the "last packet" time stamps of the input flows.
That means the control loop processes input flows until a flow has a "last packet" time stamp
that is not within the current time interval. The time elapsed on the local clock since the last time
interval change is then compared to the time interval length to set the program’s processing
speed state. After executing the garbage collection, the start of the current interval is shifted
forward by the time interval length.
To check if the input is synchronous, the program counts the flows whose "last packet" time is
not within the current time interval. If the percentage of such asynchronous flows is above 40 %,
a synchronization problem in the input is assumed, and the possibility of data loss is noted.

6.3.3 Advanced garbage collection

In order to be able to guarantee an upper bound of memory usage, the garbage collector was
enhanced. The idea is that the more the program’s memory usage approaches the given upper
bound, the more restrictively the garbage collection deletes entries from the hash table. State
variables have been introduced to keep track of the current state of the memory usage and
processing speed relative to the input rate. The memory usage is checked periodically by the
control loop and and the current memory state variable is set accordingly, before the garbage
collection is called.
The garbage collector first checks the current memory and processing speed state and decides
how to proceed: If the memory usage is below the threshold for the normal memory usage,
no further action is taken. If the memory usage is higher, the next step is dependent on the
program’s processing speed state.
If the program is not currently confronted with speed problems, the garbage collector takes its
time to check the age and number of incoming bytes of every entry in the hash table. It then
deletes all the obsolete and small entries that are considered uninteresting, meaning the ones
that do not have received more bytes than the according threshold during any of the observed
intervals.
If the program executes its input at a rate more than a specified percentage below the input
rate, the garbage collection tries to proceed faster through only considering entries of long
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observation time when looking for entries with low number of incoming bytes. The idea is, that
this way enough memory can be freed without checking every incoming bytes field of every
entry.
If the program’s memory usage exceeds the second threshold for memory usage in terms of
a percentage of the available memory, a more restrictive garbage collection is done: the in/out
packet ratio is increased by a "tightening factor", given as a parameter, and all entries not
holding data that fulfills this harder requirement for being worth observing, are deleted.
The last level of garbage collection comes into operation when the process runs out of memory
eventually. In this case, a second garbage collector function is called that does not need to
allocate new memory to do its work. This "no-memory garbage collection" just deletes entries
from the hash table at random until it has freed the amount of bytes specified in the "free bytes"
parameter in the program configuration.

When called at the end of a time interval, however, the garbage collection checks the
in/out packet ratio and deletes all obsolete values, as in the stand alone version of the program.

6.3.4 Advanced log handler

For a theoretically endless execution of the plug-in, a maximal size for the output log has been
introduced. To achieve a fixed total size of the log, the log is written to several files in a circular
way. The maximal size per file and the number of files are set as parameters in the program
configuration.
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7 Results

7.1 Tests of the DDoS Detector plug-in on known attacks

The plug-in has been tested by replaying the NetFlow log files containing the known attacks
discussed in Section 5 from the DDoSVax archive to UPFrame.
The known attacks have all been successfully detected by the DDoS Detector plug-in, along
with some other events of high volume traffic to hosts that have not been reported as DoS
attack victims.
The results of testing the plug-in on the known attacks are shown in the following subsections.
The start and end of the detected attack are directly drawn into the graph of the off-line analysis.
The times have to be interpreted as follows:

t1: Start of the attack
t2: Start of attack detection
t3: End of attack detection
t4: End of the attack

The parameters to define an attack were set as follows during these tests (see Appen-
dix B):
packet_ratio_attack_threshold=100
packets_in_threshold=30000
bytes_in_threshold=50000000
tcp_short_pkt_ratio_threshold=15
short_tcp_flows_in_threshold=1000

7.1.1 Online analysis of the ICMP flooding attack (Figure 14)

Start of the attack: 23:06
Start of attack detection: 23:19
End of attack detection: 00:51
End of the attack: 00:51
Total number of bytes received during the attack, reported by the DoS Detector (for each of the
attack victims): 3337002468

7.1.2 Online analysis of the TCP to myeth attack (Figure 15)

Start of the attack: 12:51
Start of attack detection: 12:53
End of attack detection: 13:04
End of the attack: 13:29
Total number of bytes received during the attack, reported by the DoS Detector: 1655014

7.1.3 Online analysis of the UDP to IRC server attack (Figure 16)

Start of the attack: 23:26
Start of attack detection: 23:37
End of attack detection: 23:44
End of the attack: 23:45
Total number of bytes received during the attack, reported by the DoS Detector: 5880443550
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Figure 14: Online analysis of the ICMP flooding attack

7.2 Memory usage estimation

The resource usage of the plug-in is strongly dependent on its parameters. Running the plug-in
with short observation period of 3, long observation period of 17, in/out packet ratio threshold
of 15 and memory usage upper bound of 500 MB, the program used between 100 and 120 MB
during the tests.
For an in/out packet ratio threshold of 15, the percentage of hosts with long observation time
period is about 1 %.
Limitation of memory can result in delay of detection of attacks or failure to detect attacks, if
the victim hosts have an in/out packet ratio that is only slightly above the threshold, since these
entries could be discarded in favor of entries with higher ratios. The ICMP and UDP attacks
discussed in this section, however, were still detected by the plug-in when run with a memory
limit of 20 MB.
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Figure 15: Online analysis of the TCP to myeth attack

Figure 16: Online analysis of the UDP to IRC attack
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8 Outlook

Proposals for further improvement of the algorithm are:

• Extension of the data structures to keep track of source addresses in order to reveal
attack sources of non-distributed attacks.

• Enlargement of the data structures to store data for different protocols separately. This
would improve the algorithm’s ability to make appropriate decisions through a more
differentiated view on the data.

• Inclusion of other algorithms when testing entries with high packet ratios to decrease the
false positive rate.
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9 Summary

The task of this diploma thesis was to design and implement an algorithm to detect DDoS
attacks in the NetFlow logs of the SWITCH backbone border routers.
With taking into account the analysis of existing DoS detection algorithms and extensive off-line
analyses of known attacks, an algorithm was designed to meet the requirements.
The algorithm has also been implemented in a real-time version as a plug-in for UPFrame, and
successfully tested on archived data of known attacks from the past. The goals of this thesis
were therefore fully achieved.

Major challenges met during this work were the study of related work with regard to the
usability of proposed techniques for the DDoSVax environment, the handling of the vast amount
of NetFlow data, that does not tolerate the slightest impreciseness, and the dealing with
real-time problems arising with the design and implementation of the UPFrame plug-in.
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A User’s guide

A.1 DDoS Detector

A.1.1 DDoS Detector stand alone

The syntax to start the DDoS Detector in the stand alone version is the following:

./ddos_detector <options> <input file(s)>
Options:

-i <interval in seconds> Default value is 60
-s <subnet mask> Subnet mask in dot-notation. Default is 255.255.255.255
-p <protocol> Name of protocol to observe

(tcp,udp,icmp,www,nntp,ftp,ftpdata,smtp)
-h Prints this message.

Table 1 explains the use of the different parameters.

Option Argument type Description
-i Integer Sets the time interval length in seconds
-s IP address Sets the subnet mask that will be added to host addresses. This

option is used to make the detector observe a range of IP ad-
dresses instead of single hosts.

-p String protocol name Sets a protocol filter. If a protocol filter is applied, the program
disregards all traffic except for the filtered protocol.

-h None Prints a list of the available command line arguments.

Table 1: Program arguments DDoS Detector stand alone

As an example, the program can be called as follows:
First write the input from both 19991* and 19993* log files into fifo pipes using
netflow_replay :

./netflow_replay -f 19991_00020405_1116853199.dat.bz2 -n /tmp/tst1

./netflow_replay -f 19993_00020405_1116853200.dat.bz2 -n /tmp/tst2

Use netflow_mix to mix both streams into another pipe:

./netflow_mix -n /tmp/tst1 -m /tmp/tst2 > /tmp/input_pipe

Then run ddos_detector with this pipe as input file:
./ddos_detector -s 255.255.255.240 /tmp/input_pipe

A.1.2 DDoS Detector plugin

The syntax to start the DDoS Detector in the plug-in version is the following:

./detector-upframe-plugin <options>
Options:

-c <config file name> If no file is specified, the program creates a new one
-p <protocol> Name of protocol to observe

(tcp,udp,icmp,www,nntp,ftp,ftpdata,smtp)
with default parameters

-h Prints this message.

Table 2 explains the use of the different parameters:
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Option Argument type Description
-c String Configuration file name
-p String protocol name Sets a protocol filter. If a protocol filter is applied, the program

disregards all traffic except for the filtered protocol.
-h None Prints a list of the available command line arguments.

Table 2: Program arguments DDoS Detector plug-in

To start the DDoS Detector plug-in using the default configuration file ddos_detector.cfg ,
however, there exist a start up script: start_dos_detector.sh .

A.2 Host Observer

The syntax to start the Host Observer is the following:

./host_observer <options> <input file(s)>
Options:

-i <interval in seconds> Default value is 60
-v <ip address> IP address of the host to observe (attack victim)
-s <subnet mask> Subnet mask in dot-notation. Default is 255.255.255.255
-p <protocol> Name of protocol to observe

(tcp,udp,icmp,www,nntp,ftp,ftpdata,smtp)
-h Prints this message.

The following table explains the use of the different parameters:

Option Argument type Description
-i Integer Sets the time interval length in seconds
-v IP address IP address of host to observe
-s IP address Sets the subnet mask that will be added to the observed host’s

address. This option is used to make the analyzer observe a
range of IP addresses instead of single hosts.

-p String protocol name Sets a protocol filter. If a protocol filter is applied, the program
disregards all traffic except for the filtered protocol.

-h None Prints a list of the available command line arguments.

Table 3: Program arguments Host Observer

See Section A.1.2 for an example of how to use netflow_replay and netflow_mix to run
the Host Observer.



B Configuration Parameters 33

B Configuration Parameters

The parameters needed for the execution of the plug-in are collected in a configuration file. The
name of the file is indicated to the program as an input argument. If no file is specified, the
program creates a file called ddos_detector.cfg in the directory where the program was
started and assigns default values to the parameters (see Table 4). Note, that the values of
these parameters have a determining effect on the program’s function.

Parameter Type Description Default value
subnet_mask IP addr Sets the subnet mask that will be

added to host addresses. This
option is used to make the de-
tector observe a range of IP ad-
dresses instead of single hosts.

255.255.255.255

interval_length Integer Time in milliseconds during
which flows will be aggregated

60000

short_buffer_length Integer Number of time intervals for
short observation period

3

long_buffer_length Integer Number of time intervals for long
observation period. The value
of this parameter should match
the number of intervals that a
NetFlow v5 record can span,
i.e. (maximal length of NetFlow
record / interval length) + 2

17

available_mem Integer Upper bound for dynamically al-
located memory in bytes

200000000

normal_mem_usage Float Fraction of available memory
whose usage is considered non
critical (see Section 6.3.4)

0.8

high_mem_usage Float Fraction of available memory
that when exceeded will result
in tightening the packet ratio
threshold at garbage collection
(see Section 6.3.4)

0.95

free_bytes Integer Number of bytes that will be
freed by non-memory garbage
collection (see Section 6.3.4)

1000000

ratio_tightening_factor Float Tightening factor by which the
packet ratio threshold will be
multiplied for the restrictive
garbage collection (see Section
6.3.4)

2.0
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mem_check_time Integer Time between calls of the
garbage collection in millisec-
onds. Assignment of a high
value here may result in failure
of the program to restrain mem-
ory usage to the given upper
bound, since additional memory
usage between calls is only
estimated

1000

max_log_file_size Integer Maximal size of each log file in
bytes

1000000

number_of_log_files Integer Maximal number of log files. The
program overwrites log files in a
circular way

20

short_duration_threshold Integer Length in milliseconds of TCP
flows that are not counted as
"short TCP flows" (see Section
6.2.5)

60000

small_packets_number Integer Upper bound for a "small" num-
ber of received packets. Host
entries with a small byte and
packet number are considered
"small" (see Section 6.3.4)

1000

small_bytes_number Integer Upper bound for a "small" num-
ber of received bytes. Host en-
tries with a small byte and
packet number are considered
"small" (see Section 6.3.4)

100000

packet_ratio_threshold Integer Ratio of received to sent pack-
ets that is considered unusu-
ally high. Host with a packet ra-
tio above this threshold will be
observed for the full possible
length of flows

15

packet_ratio_attack_threshold Integer Minimum ratio of received to
sent packets that will be logged
as an attack

100

packets_in_threshold Integer Minimum number of received
packet for an entry to be consid-
ered an attack victim

30000

bytes_in_threshold Integer Minimum number of received
bytes for an entry to be consid-
ered an attack victim

50000000

tcp_short_pkt_ratio_threshold Integer Minimum ratio of incoming to
outgoing short TCP flows that
will be logged as a TCP attack

15

short_tcp_flows_in_threshold Integer Minimum number of incoming
short TCP flows for an entry to
be considered a TCP attack vic-
tim

1000

Table 4: Parameters DDoS Detector plug-in
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C Original task description

The Problem

Denial of service (DoS) attacks exist in many varieties. They are an increasingly larger an-
noyance of the current Internet. However, still most DoS attacks go by unnoticed by network
operators, especially if they are executed only over a short time period or not that massive. Only
few tools and algorithms exist to reliably detect and analyse such attacks.

The Setting

In the context of the project DDoSVaX we collect and keep a long-term (>1 year) archive of
flow-level Internet backbone traffic data. The DDoSVaX team has created the online process-
ing framework UPFrame, which supports plugins for near-real time detection of Internet worm
outbreaks and attacks. Several plugins were already developed and successfully validated.

The Task

By using current Internet flow-level traffic data and by replaying traffic data of earlier minor and
major denial of service attacks from our NetFlow archive, the student will develop an algorithm
and implement it as a UPFrame plugin that can be used for the early detection of (D)DoS attacks.
The DoS attack detection algorithm will be validated against known attacks in our recorded data.

This task is split into the following subtasks:

Understand the NetFlow data and its processing via UPFrame

Before writing a plugin for the UPFrame it is crucial to get familiar with the NetFlow data and the
UPFrame system. Existing plugins will be contemplated to get an idea of the complexity and the
possibilities of a UPFrame plugin.

Develop an algorithm for (D)DoS attack detection

Taking into consideration existing algorithms for (D)DoS attack detection and earlier work on
the subject within the DDoSVaX project, an algorithm will be developed aiming at a real-time
detection of (D)DoS attacks by successively analysing NetFlow data.

Implement and test the algorithm

A design of the implementation of the detection algorithm will be developed. Then the program
will be written for an offline analysis of NetFlow data. In the testing phase, the function of the
program will be verified by processing archived NetFlow data of known DoS attacks of the past.
As a last step, the algorithm will be implemented as a UPFrame plugin for real-time processing.

As a further optional component, the algorithm could be improved with the help of the test
results.

Deliverables

During the work on this thesis the following deliverables are expected:

• Overview of related work on the subject: The relevant papers on the subject have to be
described and categorised in a summary.
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• Description of the algorithm to be implemented: Before the algorithm is implemented, it
has to be presented along with performance estimations and a proposal of the software
design.

• Real-time processing UPFrame plugin implementing the (D)DoS detection algorithm.

• Documentation: A written report will conclude this thesis.

Dates

This diploma thesis starts on June 6th, 2005 and will be finished on October 6th, 2005.

Supervisors

Thomas Dübendorfer, duebendorfer@tik.ee.ethz.ch, +41 44 632 71 96, ETZ G95
Arno Wagner, wagner@tik.ee.ethz.ch, +41 44 632 70 04, ETZ G95
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